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I'his work
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Our Technigue

use B as extraction trapdoor
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Why Extraction Works”?

» Ext decrypts 20 and z1

« Knowing # does not allow P to cheat:
* Let (M,R) be the plaintext/random coin orders
* Pick a scheme with gcd(M,R) = 1
. leaks only e mod R (statistically)

 EXxt can extract e mod M from an incorrect proof
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What's in the Paper?

* We build a general, Groth-Sahai-like framework of
unbounded DVNIZK proofs of knowledge, for
statements over an abelian group.

A dual variant of our framework handles statements
over additively homomorphic cryptosystems.

* A third variant gives up on properties (unbounded,
PoK) for efficiency, beating even Fiat-Shamir.

10 /11



Thank you for your attention

Questions?



